
Ongwanada diverts attempted security/system breach 

On December 16, 2019 Ongwanada’s antivirus software alerted the organization to a possible security 

incident that was quickly addressed by the Information Technology team. 

Upon discovery, the incident was reported immediately to the Information and Privacy Commissioner’s 

Office as mandated. 

Ongwanada retained the services of a third party Cyber Security Team to perform a forensic analysis of 

our systems.  As a result of this review it was confirmed that there was no evidence that sensitive data 

was accessed or exfiltrated (uploaded or copied). 

The Cyber Security team made some recommendations to increase security and prevent future attacks, 

which Ongwanada has implemented; these include updating of firewall policies/software and end-point 

protection software. 

Should you have any questions or concerns please contact: 

Manager, Client Information Services 

Ongwanada 

191 Portsmouth Ave 

Kingston 

ON K7M 8A6 

 


